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Beatriez P. Torres
64 Kingery Drive
ET Paso, TX 793902

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Paowell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapnping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government reguiring al)d
new homes be built with a peephole for law enforcement to laok through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
spurces Jike e-mail. The FBl s aggqressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue gqovernment agents to access aur personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Oh¢e again, I urge you to appose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this mattar.

Sincerely,

Beatriz P. Torres
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william bailey

170 Darling Road
Salem, CT 86420

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppasitien to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not bhelieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually buiid its systems around
gavernment eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephoie for law enforcement to Jook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatisn hetween sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our persaonz]l communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunications. Past
effaorts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Cnce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet caopmunication technologies should have built—in
wiretapping.

I Took forward to hearinhg your thoughts on this matter.

Sincerely,

william a. bailey
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Larry Boozer
7035 Triola
Houston, TX 77074

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the fBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up baundaries for how
the FBI can collect information between sources 1ike phone campanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
EVENn rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have nok been successful and
only created a rich opportunity for hackers.

Once again, I urge you to aoppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Larry Boozer
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Stephanie Gilmore

502 West Blvd. South
Calumbia, MO £5203

March 19, 2004

FEC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washingtan, D{ 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the squivalent of the gavernment regquiring alil
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between <ources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bvpass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications., the
government is creating the very real potential far hackers and thieves or
even rague government agents to access gur personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built—in
wiretapping.

I Took forward to hearing your thoughts cn this matter.

Sincerely,

Stephanie Gilmore
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Paul Seymour

508 Spruce St.
Aptos, CA 95003

March 19, 2004

FCC Chatrman Michael! Powell
Federal Communications Commission
4459 12th Street SW

Washington, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s regquest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole far law enforcement to Yook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources 1ike phane companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves or
even rogue government agents to access our persopal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggastion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Paul Seymour
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darrett Murphy

2341 valley Street #4
Oakland, CA 34812

March 19, 2004

FCC Chairman HMichael Powell _
federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. Tt js the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run around
Congress. iLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process ts alter that careful balance.

I understand that by requiring a master key to oaur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
ohly c¢reated a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lTock forward to hearing your thoughts on this matter.

Sincerely,

Carrett Murphy
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VYerl Holmes
709 Orion Drive
Colorade Springs, CO 80908

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers hy trying to force the industry to actualiy build its systems around
government eavesdropping.

I am very cencerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal <ommunications. Past .
effarts to provide this sert of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Yer! Holmes
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Dan Fleischman

809 Sartori Ave. #2
Torrance, €A 30501

March 18, 2004

FCC Chairman Michae] Powell
federal Communications Commissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internst communication services be
required tao have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is5 going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. Tt is the egquivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through,

I am very concerned that this requiremant represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sgurces 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our perssnal communications. Past
efforts to provide this sort of bhackdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Dan Fleischman. Ph.D.
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Peter Tjeerdsma

4013 Bridge St.
Fair QOaks, CA 95628

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

Langstanding laws already require Internet Service Praviders and Internet
telephone companies to allow the FBI to conduct surveillance. The FBI is going
far beyond these existing powers hy trying to force the industry to actually
build its systems around government eavesdropping. It is the equivalent of the
gavernment requiring all new homes he built with a peephole for law enforcement
to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI car c¢cllect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sart of backdoor access have not been successful and
only ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technclogies should have buiit-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Peter Tjeerdsma
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James Ricklef

4342 CGentry Ave.
Studio City, CA 31504

March 48, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring al1
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1Tike phone <ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to ac<ess our personal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

James Ricklef
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Joann Edmonds—Rodgers
1929 5th Ave. W,
Seattle, WA 98118

Mar<h 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicen ta the
Department of Justice s request that all new Internet communication services be
required to have buiit-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Jaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents ta access our personal communicaticns, Past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich cpportunity for hackers,

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Joann Edmonds—Rodgers
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Stephen Rovno

939 harvard Road
Sanb MAteo, California 94402

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commissicn
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my oppositien to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding jaws already
require Internet Service Providers and Internet telephaone companies to allow
the FBI to conduct surveillance. The FBI is coing far beyond these existing
powers by trying to faorce the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
spurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestiaon of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Stephen Rovno
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Jyotin Dixit

2005 notre dame ave
belmont, ca 84002

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

Ads a concerned individual, I am writing to express my gpposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. tongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI teo conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement te Took through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatiaon between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legisiative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, ths
goverrment is creating the very real potential for hackers and thieves or
even roque qgovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity faor hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built—in
wiretapping.

I leok forward to hearing your thoughts on this matter.

Sincerely,

Jyotin Dixit
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Bob Mammaser

2300 Garfield SE
Albuguerque, NM §21086

March 18, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The fBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
rew homes be built with a peephole for law enfercement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gyen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge yvou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Bob Mammoser
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Gavid A1t

3865 17th St.
San Francisco, CA 34114

March 18, 2004

FCC Chatirman Michael Powell
Federal Communications Commission
4495 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. tongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI teo conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone campanies and data
sources like e-majil. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatiens, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persenal communications. Past
efforts teo provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

Sincarely,

David Alt
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Joshua Edwards

8058 Silver Meadows Blvd. %203
Kent, Ohio 44240

Harch 18, 20604

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Interrnet telephons campanies te allaow
the FBI to caonduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peepheole for law enforcement to Took through.

I am very caoncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bvpass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents tc access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Joshua Edwards
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Mark Leenhouts

181 Snowden Lane
Princetan, NI 08540

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washingten, DC 20554

FCC Chatrman Powell:

As a caoncerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephaone companies to allaw
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal <ommunications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, T urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mark Leenhouts
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Vashti Mallory-Minor

1801 E. Broad Street, Suite A
Richmond, Wa 23223

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department aof Tustice s request that all new Interpet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is nacessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry te actually build its systems around
gavernment eavesdropping. It is the equivaient of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and dats
sources 1ike e-majil. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key tc our personal <ommunications, the
government is creating the very real potential for hackers and thieves  aor
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should haye built-in
wiretapping.

In my opinion, the Patriot Act has given the Department of Tustice Department
enough snoaping powers!

I lock forward to hearing vour thoughts on this matter.

Sincerely,

Vashti Mallory-Minor
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Erik Weathers

9699 Makati Circle #D
Sanh Jose, CA 95123

April 1, 2004

FCC Chajrman Michael Powell
Federal Communications Commissien
445 412th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping, It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to lTosok through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect infarmation between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Erik Weathers
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Gerald Loreski

2139 Floyd Street
Sarasota, FL 34238

April 1, 2004

FCC Chairman Michael Pawel]
Federal Communications Commissian
445 12th Street SW

Washingtaon, bC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cppasition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Jaws already
require Internet Service Providers and Internet telephene companies to allow
the FBI to conduct surveillance. The FRI is gaing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run araound
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-maii. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key toc our personal communicatiaons, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
cnly created a rich oppartunity for hackers.

once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts an this matter.

Sincerely,

Cerald Loreski
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Michael Lechner

4628 Prospect
Downers Grove, IL B0315

April 1, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commissian
445 12th Street SW

Washingtaon, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppasitisn to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I da not believe this requirement 1s necessary. Llongstanding laws already
require Internet Service Froviders and Internet telephone companies tc allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually bujld jts systems around
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can ¢aollect information between sources like pheone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves or
even rague government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward tec hearing your thoughts on this matter.

Sincerely,

Michael Lechner
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Brian Stough

1030A Whaley St
Oceanside, Ca 92054

aApril 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell;

fs a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
required to have huilt—in wiretapping access.

I do nhot bhelieve this requirement is necessary. Longstanding iaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes he huilt with a peephele for Taw enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliherations, set up boundaries for how -
the FBI can collect information hetween sources like phone campanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even roque government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet c¢ommunication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Brian Stough
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Robert Buliwinkel

P.G. Bowx 571, 7469 Rapp Llane
Talent, OR 97540

April 1, 2004

FCC Chairman Michael Powell
Federal Cammunicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—-in wiretapping access.

I do not believe this requirement is rnecessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephale for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents  to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urce you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Taook forward to hearing your thoughts on this matter.

Sincerely,

Robert Bullwinkel
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John Hocevar

303 W. 55 St.
Austin, TX 78731

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my spposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet tejephone companies to allcw
the FBI to conduct surveillance. The FBI is5 going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  to access our personal communications. Past
effarts to provide this saort of backdoor access have not besn successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John Hocevar
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Pat Tetreault

ESD1 X Street
Lincaln, NE 658505

April 1, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuzlly build its systems arcund
goyernment eavesdropping. Tt is the egquivalent of the government requiring all
new homes be built with a peephole faor law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
gavernment js creating the very real potential for hacksers and thieves or
even rogue government agents to access our personal cemmunications. Past
efforts to previde this sort of bhackdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Pat Tetreault



